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Lab #3: Shodan Query

I found Shodan to be a powerful tool for both white hats and black hats. The ability to detect visibility of a device, network, etc. is invaluable, and certainly can help when searching for holes in your network security. Unfortunately, I’m sure there are network administrators unaware of Shodan or any equivalent, and stand vulnerable. This is their own fault, but dangerous situations could arise. For example, the circumstance of breaking into the logic of a PLC, and commanding it to output signals randomly could lead to death. I also found some banners oddly revealing. For example, the “default password” search inside servers’ banners, can be used for easy infiltration. This doesn’t mean “default password” will allow for remote access, but would be a good guess.